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FortiGate® Network Security Platform - *Top Selling Models Matrix

FG/FWF-30E  FG/FWF-50E  FG/FWF-60D  FG/FWF-60E FG/FWF-92D FG-100D

Firewall Throughput 15/15/15 3/3/83

(1518/512/64 byte UDP) L 25 Cops ™

4 Gbps 2.0 Gbps **** 2.5 Gbps ****

IPS Throughput '
(HTTP / Enterprise Mix)

20x GE RJ45, 2x
Shared Port Pairs

) - WiFi, Dual WiFi, - - WiFi, POE, LENG, : LENG, POE, High
Variants WiFi, 3G4G Storage WiFi, POE, LENC WiFi, Storage High Port Density Storage WiFi Port Densiy
FG-200D FG-300D FG-400D FG-500D FG-600D FG-800D FG-900D FG-1000D FG-1200D
Firewall Throughput 313/ 8/8/8 16/16/16 16/16/16 36/36/24 36/36/22 52/52/33 52/52/33 72/72/50

(1518/512/64 byte UDP)

IPS Throughput ' 1.7 Gbps /
(HTTP / Enterprise Mix) 350 Mbps

2x 10 GE SFP+,
18xGERJ5,  6xGERJA5,4x  10xGERJMG, 8¢ 10xGERIMS, 8 24 1OBESIPH, o ororpyyge  2X100ESFP+, - 2x10GESFP+,  4x T0GE SFP+/
Interfaces o4 GF SFP CESFP CESFP G SFP 10x GE RJ45, 8x RU45 Bynass, 22 16x GE SFP, 18x  16x GE SFP, 18x  GE SFP, 16x GE
GE SFP GEVFEJ e GERJ45 GERJM5  SFP 18xGERM5
localStorage 6468 12088 - 12008 12068 24008 2660B 25608 24068
i Single AC PS, opt.  Single AC PS, opt. ~ Single AC PS, opt.  Single AC PS, opt. ~ Single AC PS, opt.  Single AC PS, opt.
Power Supplies ExtRPS Ext RPS Ext RPS Ext RPS ExtRPS Dual PS Ll Dual PS Juz P

LENG, POE, High
Port Density

FortiGuard Subscription Based Security Service Options: NGFW (IPS and Application control), AV, Mobile Security , Web Filtering and Antispam

Variants
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FortiGate® Network Security Platform - *Top Selling Models Matrix

FG-1500D FG-2000E FG-2500E FG-3000D FG-3100D FG-3200D FG-3700D FG-3800D FG-5001D

Firewall Throughput 80/80/55 90/90/60 150/150/95 80/80/50 80/80/50 80/80/50 160/160/110 320/300/ 150 80/80/45
(1 518/512/64 byte UDP) Gbps Gbps Gbps Gbps Gbps Gbps Gbps Gbps Gbps

Fir

BOI0GESFP o 1 oern 1 Jgggggg: 16x 10GE SFP+/  32x 10GE SFP+/ 48 10GE SFP+/ ‘z‘éx“?ggsggﬁi/ o lggg%@i‘;ﬁ 2% 40GE OSFP+,
Interfaces GE SFP, 16x GE ' GE SFP, 2x GE GE SFP, 2x GE GE SFP, 2x GE 2% 10GE SFP+,
op o ook 34XGERJMS  bypass, 34 GE e L s GESFR BSFPr, B 10GESFP+, 2o ESUE
' RU5 2 GE R45 2 GE RU45

2RU 2RU 2RU 2RU 2RU 2RU 3RU 3RU ~ ATCA Blade

o 10GERM5,DC, DC, NEBS, FG-
Variants LENG - - DC DC DC DC, NEBS 38100, 3815D

FortiGuard Subscription Based Security Service Options: NGFW (IPS and Application control), AV, Mobile Security, Web Filtering and Antispam

* Featured Top selling models, for complete FortiGate offerngs please visit www.fortinet.com. FortiGate virtual appliances are also available. Specifications based on Latest FortiOS version

All performance values are “up to" and vary depending on system configuration. IPsec VPN performance is based on 512 byte UDP packets using AES-256+SHA1. 1. IPS performance is measured using 1 Mbyte HTTP and Enterprise Traffic Mix. 2. SSL Inspection is measured with IPS enabled
and HTTP traffic, using TLS v1.2 with AES256-SHA. 3. Application Control performance is measured with 64 Kbytes HTTP traffic. 4. NGFW performance is measured with IPS and Application Control enabled, based on Enterprise Traffic Mix. 5. Threat Protection performance is measured with IPS
and Application Control and Malware protection enabled, based on Enterprise Traffic Mix.

FortiManager™ Centralized Management Platform

FMG-VM-BASE to
FMG-200D FMG-300E FMG-400E FMG-2000E FMG-3000F FMG-3900E FMG-VM-UL-UG
0 10 imi

12x371B 16x3TB 15x11B 80 GB /16 TB (Min / Max)

FortiAnalyzer™ Centralized Logging & Reporting Solution
FAZ-VM-BASE to

FAZ-400E FAZ-1000E  FAZ-2000E FAZ-3000F FAZ-3500F FAZ-3000E FAS VM-GR2600

”Gﬁ Logs/Day , , , 1to +2,000
An

FAC-VM BASE to
FAC-3000D/3000E AT o0 G
100/100/10to
+100,000 / +100,000/ 10,000

Max Local/Remote Users/ User Group 500/500/ 25 10,000/ 10,000/ 2,000 40,000/ 40,000/ 4,000
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FortiAP™ Wireless Access Point

FortiAP Series Fortinet AP Series FortiAP S-Series FortiAP C-Series FortiAP U-Series
Primary Deployment Mode ~~~ negrated | nfrastuctre  Integrated, Clowd | Cowd Integrated, Infrastructure, Cloud
Management Fortlgate FortiwLC FortiGate, FortiCloud FortiCloud FortiGate, FortiWLG, FortiCloud
Secuity ViaForiGate - - . ALPSACWE ST Via FortiGate / AV, IPS, AG, WF

* Frequency selection and power may be restricted to abide by regional regulatory compliance laws.
For Complete selection of FortiAPs, including remote and outdoor devices, please refer to Fortinet Wireless Solution Matrix

FortiSwitch™ Secured Access Switch
FSW-108D-POE FSW-124D FSW-224D-POE FSW-248D-POE FSW-424D FSW-448D FSW-524D FSW-548D

24x GERJ45, 4x  48x GERJ45, 4x
10 GESFP+,2x 10 GE SFP+, 2x
40 GE QSFP+ 40 GE QSFP+

Total Interfaces (Incl. PoE/-+ ports) 8x GE RJ45 ports, 24x GE RJ45, 20x GE RJ45, 4x 48x GE RJ45, 24x GE RJ45, 48x GE RJ45,
’ P 2x Shared Port Pairs 2x GE SFP GE Shared Port Pairs 2x GE SFP 2x 10GE SFP+ 4x 10GE SFP+

For Complete selection of FortiSwitches, please refer to http:

FortiSandbox™ Advanced Threat Prevention System

FSA-1000D FSA-3000E FSA-3500D FSA-VM
. ) 720" (Upgradable™ to 1,200)
N S e . s LT (Opernoe) e dependert
o 30,000" (Ungradable™ to 48,000)
AScamingFestion) . O eowopernode) e dependent
Number of VMs 8 8 + 48 optional S8 Lokl (5 @) 4, upto 54
(8 per node)

FortiGuard Subscription Based Security Service Option: FortiSandbox Update (AV, IPS, Web Filtering, File Query and SandBox Engine Update)
* Based on the assumption that 1 blade will be used as master in HA-cluster mode.
** By adding 3 more SAM-3500D nodes to the same chassis..

FortiDDoS™ Hardware Accelerated DDoS Mitigator

FDD-200B FDD-400B FDD-600B FDD-800B FDD-900B FDD-1000B/-DC FDD-1200B
Throughput (Bidirectional) 3 Gbps 6 Gbps 12 Gbps 12 Gbps 18 Gbps 18 Gbps 36 Gbps

Advanced DNS Mitigation Yes Yes No Yes No Yes Yes
FortiGuard Subscription Based Security Service Option: [P Reputation

I . ,
FortiMail™ Messaging Security Server

FML-60D FML-200E FML-400E FML-1000D FML-2000E FML-3000E FML-3200E
Email Routing* (Msg/Hr) ) ! 157,000 680,000

Storage Capacity 1x 500 GB 1x171B 2x1TB 2x 278

(16 TB Max) (12 TB Max) (20 TB Max)
FortiGuard Subscription Based Security Service Options: AV and Anti-spam

* Measured based on 100KB message size, no queuing.
Virtual appliances are also available, please refer to www.fortinet.com for more information

. ™ . . .
FortiWeb™ \Web Application Firewall
FWB-100D FWB-400D FWB-600D FWB-1000D FWB-2000E FWB-3000E FWB-3010E FWB-4000E
Throughput (HTTP) 25 Mbps 100 Mbps 250 Mbps 1 Gbps 2 Gbps 5 Gbps 5 Gbps 20 Gbps

2x 10GE SFP+, 2x 10GE SFP+,
4x 10GE SFP+, 4x ~ 2x 10GE SFP+ 2x 10GE SFP+

2x GERJ45 , 2x 2x GERJ45, 4x  2x 10GE SFP+, 4x

Total Interfaces 4% GE RS MGERMS o R a5 Bypass,  GERJAS Bypass,  GERJAB Bypass,  Cr A0 4XGE - Bypass dxGE - Bypass 4xGE
4x GE SFP s et o2l RJ6 Bypass, 4 RJ45, 4 GE RJ5 , 4x GE
GE SFP RJ45 Bypass, 4x RJ45 Bypass, 4x
GE SFP GE SFP

FortiGuard Subscription Based Security Service Options: WAF, AV, IP Reputation, and FortiSandbox Cloud

Virtual appliances are also available, please refer to www.fortinet.com for more information

FortiADC™ Application Delivery Controller

FAD-100F FAD-200D FAD-300D FAD-400D FAD-700D FAD-1500D FAD-2000D FAD-4000D

Throughput (HTTP) 1.5 Gbps 2.7 Gbps 5 Gbps 10 Gbps 15 Gbps 20 Gbps 30 Gbps 50 Gbps

4x GERJ45 210CE P, S 4% 10GE, 4% 10GE, 8 10GE,

4x GE SFR 4xGE  4x GE SFPR, 4x GE
4x GE SFP R RJ45 8x GE RJ45 16x GE RJ45 16x GE RJ45

FortiGuard Subscription Based Security Service Option: WAF, IP Reputation, and Web Filtering

Virtual appliances are also available, please refer to www.fortinet.com for more information

Total Interfaces 6x GE RJ45 4x GE RJ45
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Virtual Appliance Support Matrix

VMWare VMWare VMWare CitrixXen  Citrix Xen Microsoft ~ Microsoft Microsoft

vSphere vSphere vSphere Server Server Hyper-V Hyper-V Azure

v4.0/41  v5.0/5.1/5.5 v6.0 v5.6 SP2 v6.0/6.2 2008 R2 2012
FortiGate-VM * . . . . . . . o . . .
FoiManagervM e o BREEGEEE  BEEG . e . B . e
ForiAnalyzerWM e e e e e e -~ IS .
ForWebVM e e e e e e e e e
FortWeb Manager-Ml e e
ForiMail-VM e e e e e e e e e
FoAuthenticatorVM —— © e e e e

FortiADC-VM

FotCache-WM o e e
FotVoiceWI e e e e e
FotRecorderWM e e e e e
FotSandbocW 55 s
FotwaN-vM 55 e L

*Available as FortiGate-VMX solution for Viviware NSX environment * * Also avallable as AWS on-demand

Also Available

FortiBridge Failopen Appliance
FortiCache Secure Web Cache
FortiCarrier CGN Gateway
FortiClient Host Security Client
FortiCloud Hosted Services
FortiCore SDN Security Appliance

FORTINET
SECURITY
FABRIC

ENTERPRISE
FIREWALL

SECURITY
OPERATIONS

FortiDB Database Security System
FortiExtender 3G/4G WAN Extender
FortiHypervisor Hybrid Virtual Appliance
FortiRecorder Network Video Security
FortiSIEM Security and Risk Manager
FortiTester Network Tester

SECURE

ACCESS PROTECTION

ADVANCED THREAT

FortiToken 2 Factor Authentication Token
FortiVoice Secure VoIP Solution
FortiWAN Link Load Balancer

FortiWLC Wireless Controller

FortiWLM Wireless Manager

APPLICATION
SECURITY

CLOUD
SECURITY
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